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A message from our CEO

As Elasticians, we all share in a common mission — to help organizations, their employees, and their 

customers accelerate the results that matter. Through search-powered solutions, Elastic helps 

everyone find what they need faster. 

We have a unique opportunity to build an enduring organization that makes the power of search 

ubiquitous, trusted and accessible to all. Our ability to shape this future and grow responsibly 

requires us to live by our Source Code and always act with integrity, professionalism, empathy, and 

transparency. Our Source Code is foundational to our success. 

We designed our Code of Business Conduct and Ethics to support the values encompassed in our 

Source Code, and to guide our interactions with our community of users, customers, partners, 

shareholders, and fellow Elasticians. Each of us is responsible for understanding the Code of 

Business Conduct and Ethics and adhering to it daily. In doing so, we demonstrate our continued 

commitment to living our values and earning the trust of all our stakeholders. 

Now, it is not possible for any code of conduct to cover every possible situation, nor should we 

expect it to do so. We entrust Elasticians with the freedom to make decisions that are consistent with 

the values and ethics of our company. Living by the Code of Business Conduct and Ethics means that 

we need to speak up when we see something that concerns us, and ask questions when we do not 

understand. You have my unflinching promise that we will not tolerate any retaliation for speaking up 

to uphold the principles in our Code of Business Conduct and Ethics. 

Thanks for the shared commitment to the values we stand for! 

Ash
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Welcome to the Elastic Code of Business Conduct and Ethics 

We put in place this Elastic Code of Business Conduct and Ethics to provide all Elasticians, including 

our board members, officers, and employees, with standards of behavior designed to help us all act 

honestly, ethically, and in compliance with norms mandated by law and by our policies. Please 

familiarize yourself with the Code. Should you ever encounter an ethical or legal dilemma during your 

journey at Elastic, it is a critical tool to help you navigate through such issues.  

Since this Code cannot cover every situation that you may encounter, contact us at ethics@elastic.co 

if you are uncertain how to proceed. We mean it: do not hesitate for a moment to give us an 

opportunity to steer you in the right direction and make the right decision. We expect everyone at 

Elastic to understand this Code and always adhere to its provisions, both in letter and in spirit. Failure 

to do so may lead to disciplinary action, including suspension or even separation from Elastic. Don’t 

let this happen to you! 

If you have a reason to believe that any provisions of the Code were or are being violated, you must 

report your concerns promptly (see “Reporting Ethical and Compliance Concerns” on the last page of 

this Code). Take a look at Ash’s message on the prior page: you have his personal promise not to 

tolerate any retaliation against anyone who reports a violation in good faith. 

mailto:ethics@elastic.co


4  |  The Business Integrity Officer is the owner of this policy. Always consult the current version available on elastic.co.  
          Adopted by the Board of Directors on December 3, 2021.  

Our Culture and Values 

This Code reflects our culture and values. 

We are a distributed company. From our early experience in open source projects, we knew that 

great software and amazing ideas can come from anyone, anywhere. So Elastic was born a 

distributed company and has remained distributed by design. This means that our global software, 

systems, and workforce are set up to operate in a distributed fashion. Not only do the majority of 

Elasticians work from home, but we all have the tools and mindset that make a distributed company 

like ours successful. 

We value diversity. Being a distributed company is about harnessing the inherent strengths of 

diversity. We think big when it comes to people. We don’t believe geography should define 

opportunity, and we aren’t held back by language barriers or cultural divides. We all have an accent. 

Celebrate it. Just come as you are. Different people approach and solve problems differently. We 

need that. We want every new employee to make Elastic even better. And we hope Elastic can return 

the favor.   

Inclusion is super important to us. Our goal isn’t to build a company of ambitious people that simply 

work well together, but a company that creates well together, imagines well together, and enjoys a 

culture of inclusion, so that no matter where someone is located, they feel connected. We would like 

each Elastician to feel supported when things get bumpy, empowered to think differently, push limits, 

and have a little fun in the process. 

Openness is in our DNA. From open source to open code, openness is in our DNA here at Elastic. We 

embrace that openness, not only from the point of view of the code we write, but also the way we 

interact with our customers. It’s this culture of communication with our users that enables us to 

maintain our commitment to open source. Without them, we can’t be us. 

Please read this Code through the prism of our culture and always act consistently with our core 

values of integrity, professionalism, and empathy. 



5  |  The Business Integrity Officer is the owner of this policy. Always consult the current version available on elastic.co.  
          Adopted by the Board of Directors on December 3, 2021.  

Standards of Conduct 

1. Respect, Diversity, Equity, Inclusion, and Non-Discrimination

At Elastic, cultivating respect, diversity, equity, and inclusion is an ever-evolving journey, not 

a destination. Each day, we treat others with respect and dignity, do not tolerate 

discrimination against anyone on any grounds, and make everyone feel comfortable and 

included. This means you should: 

● Come as you are, but always show respect for your fellow Elasticians and everyone else

you interact with. Make a genuine effort to understand what drives them and never engage

in harassment of any kind, including making comments that are rude, insensitive, or

offensive;

● Never assume malice. Put yourself in someone else’s shoes. With Elasticians of so many

languages, perspectives, and cultures, it’s easy to lose something in translation;

● Be open and honest, but also be courteous and respectful. Most of us work from home,

but that fact does not relieve us from an obligation to collaborate with each other without

any threats or intimidation; and

● Act with empathy towards other Elasticians and the users of our offerings.

2. Compliance with Laws and Regulations

We do business around the world and follow the laws and regulations wherever we operate. 

Make sure you are sufficiently familiar with the laws that apply to you as an Elastic employee 

to do your job in a compliant fashion. If any Elastician sees a potential conflict between local 

laws and the principles and values in this Code (which we expect will be extremely rare), 

please discuss your concerns with the Business Integrity Officer.   



6  |  The Business Integrity Officer is the owner of this policy. Always consult the current version available on elastic.co.  
          Adopted by the Board of Directors on December 3, 2021.  

We have a training program in place to help you learn about the laws that you are likely to 

encounter while working for Elastic. Embrace it! We expect you to follow good judgment and 

common sense, but the training will give you actual knowledge of the basic legal rules and our 

internal policies, so that you can spot issues that you may want to discuss with our lawyers or 

compliance professionals.  In short, participating attentively in the training will help protect 

you from getting in trouble. 

3. Conflicts of Interest

We expect you to avoid any activity that will conflict with Elastic’s business interests. This

simple principle may not be always easy to apply, but the best guidepost is this: when the

interests overlap, always do what is best for Elastic and not what is best for you, your family,

your friends, or any other third party.

Here are some examples of potential conflicts of interest:

● Providing employment or business contracts to your family or friends;

● Accepting gifts or entertainment from an Elastic competitor, supplier, customer,

or channel partner, beyond what is appropriate under this Code and our policies;

● Using Elastic’s property or equipment for any outside work or taking on any

outside work that may conflict with Elastic’s interests or your job at Elastic;

● Serving as an employee, contractor, advisor, or board member of an Elastic

competitor, supplier, customer, or channel partner;

● Benefiting personally from business opportunities you found through your work

at Elastic while knowing that Elastic may be interested in pursuing them; or
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● Making an investment of the size that is material for your overall portfolio in an

Elastic competitor, supplier, customer, or channel partner if you have the ability

to influence a decision or course of action of Elastic with respect to any such

company.

These are just a few examples of situations that may present a real or perceived conflict of 

interest. If you have even the slightest doubt about how to proceed in such a situation, 

just reach out to your manager or our Business Integrity Officer to avoid violating this 

Code or our other policies. 

4. Outside Work and Use of Elastic Assets

Our single most important asset is the community of Elasticians who dedicate their skills and 

talents to the success of our company. Our future depends on your commitment to the 

company, and we cannot succeed unless you devote your professional time, talents, and 

energy to Elastic. We expect this commitment from all Elasticians, and while we encourage 

you to follow your passions and interests outside of work, we also ask that you participate in 

these activities in a way that does not negatively interfere with your job.      

We all must use Elastic’s assets with care and to advance Elastic’s business. Elastic property 

includes, but is not limited to, physical assets (such as computers and, when you work from 

one of our offices, other equipment, facilities, and supplies), email and other communication 

platforms, electronic message boards, and file storage. Intellectual property is another key 

asset and includes Elastic’s patents, copyrights, trademarks, inventions, technology, and 

trade secrets. Our confidential information (such as business records and other proprietary or 

nonpublic information) is yet another valuable asset. 

While we do not permit any use of our equipment and information for non-Elastic business 

purposes, you can use Elastic’s computers and related services for limited personal purposes, 

if it is incidental and does not interfere with the business use, and if it does not violate any 

provisions of this Code or other Elastic policies. But it goes without saying that it is never 
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acceptable to use Elastic’s assets for creating, accessing, storing, or transmitting illegal, 

offensive, obscene, or otherwise inappropriate materials.   

You should not have an expectation of privacy concerning the information contained on 

computers and services provided by Elastic, since we may access them at any time (for 

example to conduct internal investigations).   

5. Insider Trading

Most Elasticians are also Elastic shareholders. This means that we may know or have access

to information that has not been revealed publicly. A great deal of this information may be

considered important by investors when making investment or trading decisions. This type of

information is known as “material nonpublic information”.

Here are some of examples of material nonpublic information:

● Information that Elastic is about to win or lose a large contract;

● Information that Elastic is about to announce a major change in strategy or an important

new product;

● Information that Elastic is about to acquire a company or sell a subsidiary or a material

portion of its assets;

● Information about quarter-end or year-end financial data; or

● Information about developments in lawsuits or regulations that will significantly impact

Elastic.

None of us at Elastic is permitted to use material nonpublic information to trade Elastic 

shares, and we also can’t disclose material nonpublic information to anyone other than those 

Elasticians who are authorized to know this information.   
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In addition, if you learn any material nonpublic information about an Elastic customer, vendor, 

or other business partner, you may not trade that company’s shares until the information 

becomes public. 

So remember: while in possession of material nonpublic information (whether that information 

is about Elastic or one of its customers, vendors, or business partners), Elasticians are 

prohibited from making stock trades, disclosing such information to anyone, or even 

suggesting to anyone that it might be a good time to buy or sell Elastic or other stock! 

Disregarding this advice will most likely result not only in a violation of this Code and our 

Insider Trading Policy, but also an illegal act. 

Make sure you read the Insider Trading Policy for all the details. When in doubt, consult with 

the Chief Legal Officer before making any trades or sharing any information, or, if the Chief 

Legal Officer is not available, consult with the Chief Financial Officer.   

6. Export and Import of Elastic’s Products

Export and import laws regulate (and in some cases, prohibit) the export, re-export, and 

import of Elastic’s technology to selected countries, organizations, companies, and 

individuals. The United States and many other countries maintain strict controls on trading 

with certain countries, organizations, companies, and individuals that they consider unfriendly 

or dangerous.   
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These laws and regulations are very detailed and complicated, but this is what all Elasticians 

need to know: 

● Elastic will not do any business with Cuba, Iran, Syria, North Korea, or the Crimea Region of 

Ukraine without approval from the Business Integrity Officer or the Export Control Officer;

● Elastic will not participate in any unsanctioned boycotts of foreign states;

● Export is not only limited to goods physically crossing the borders, but can also include 

software downloads or services provided from one country to another;

● Oral presentations containing technical information made to foreigners in the United States 

may be viewed as transfers of U.S. technology and subject to export controls;

● Elastic products typically use or contain encryption, and this requires an additional level of 

analysis as to whether an export license or other type of authorization is required; and

● Elastic also requires our distributors and end customers to comply with these regulations.

Export and import regulations impact not only international sales transactions, but also affect 

product development, web settings, finance, customer support, etc. We expect all Elasticians 

engaged in these activities to have working knowledge of these rules, to be familiar with our 

International Trade Policy, and to reach out to Elastic’s Legal Department with any questions. 

7. Anti-Corruption and Bribery

While the laws regulating international trade are very complex, the rules applicable to bribery

and corruption can be summarized in one sentence: Do not offer or give anything of value to

anyone to either improperly obtain or retain any business, or to improperly secure a favorable

business or other decision from a government official.

https://www.elastic.co/pdf/international-trade-policy.pdf


11  |  The Business Integrity Officer is the owner of this policy. Always consult the current version available on elastic.co.  
          Adopted by the Board of Directors on December 3, 2021.  

And to avoid any misunderstanding, here is a glossary: 

● “anything of value” means just that: not only the money, but anything that a reasonable

person would consider as having any value;

● “anyone” means what it sounds like it means: namely any person, whether a government

official or not;

● “improperly” means for a wrong reason and without a legal basis. For example, it is perfectly

fine to pay an extra fee for an expedited visa application processing if this service is

generally available and if the fee is published, transparently paid, and confirmed by an

official receipt. However, it would be illegal to offer and make an extra payment in the same

amount and for the same service if it went directly to a pocket of a governmental employee;

and

● “government official” refers to anyone acting on behalf of any government. This seems

intuitive, but under some laws, it can also cover members of a royal family, candidates for

public office, officials of political parties, employees of government-owned or government-

controlled companies, and even employees of publicly-operated or publicly-funded

international organizations. In addition, under certain anti-bribery laws, spouses and

immediate family members of any of these persons are also treated as government officials.

In short, if you are motivated by a wrong reason or ulterior motives, then any payment or offer 

of anything of value to obtain a business advantage will be a bribe under this Code and is 

likely to be a bribe under criminal laws in most countries. This will be true even if a third party 

(for example a channel partner) paid the bribe at your request or with your knowledge or tacit 

approval. 

In addition to paying or offering a bribe, you are also prohibited from asking for or accepting 

anything that would be considered a bribe. 
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There are no exceptions to this prohibition on bribery, regardless of local practices in any 

place where we do business. Even if others are engaging (or seeming to engage) in corrupt 

behavior, Elastic and all Elasticians must comply with both the spirit and the letter of this 

standard of conduct everywhere in the world. You will be terribly wrong and will cause 

yourself and Elastic tremendous harm if you think that paying a bribe to get business is ever 

justified. We don’t want any business that is not fairly won!  And if you are aware of any 

behavior that could be viewed as a bribe, report it promptly. 

8. Gifts and Entertainment

Giving gifts and paying for entertainment could be considered bribes if they are done for the

wrong reasons or if they are motivated by ulterior motives, such as getting an unfair

advantage for Elastic. On the other hand, business courtesies designed to show appreciation

for existing business partners or to establish cordial business relationships are permissible

if they:

● Do not exceed any limits in our Anti-Bribery and Gifts and Entertainment Policy, or if they

are approved in writing, consistent with the approval provisions in our Anti-Bribery and

Gifts and Entertainment Policy;

● Are consistent with customary business practice;

● Are appropriate for the circumstance, the nature of the business relationship with the

recipient, and their role and position in an organization;

● Do not influence the recipient’s objectivity or place the recipient under any obligation to do

something inappropriate in return (like award business in exchange for gifts and

entertainment);

● Are not in cash; and

● Are consistent with the recipient’s internal policies—so always make sure you ask!

https://www.elastic.co/pdf/anti-bribery-and-gifts-and-entertainment-policy.pdf
https://www.elastic.co/pdf/anti-bribery-and-gifts-and-entertainment-policy.pdf
https://www.elastic.co/pdf/anti-bribery-and-gifts-and-entertainment-policy.pdf
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In short, giving Elastic swag, hosting celebratory dinners, and sending holiday gift baskets or 

tickets to a local concert or sports event could all be fine, as long as they meet all of the 

criteria above.   

The same rules apply to Elasticians receiving gifts or entertainment, and they also apply to 

our family and friends if they give or receive gifts because they are associated with an 

Elastician and are motivated by this relationship. 

And finally, never ask for any gift or entertainment! 

9. Working with Public Sector Clients

Elastic counts many public sector entities among its clients. If you are involved in this line of 

work, then you should make sure that you are familiar with the special bidding, pricing, 

disclosure, and certification rules for public sector clients. This is because conduct that may 

be appropriate when dealing with commercial customers may get you and Elastic into legal 

trouble when dealing with government entities. For example, government procurement rules 

strictly regulate — and often forbid — acceptance by public servants of gifts and 

entertainment that would be appropriate for commercial clients and prospects. This is just 

one of many special rules, so make sure that you know the specific public sector 

requirements and always contact our Legal Department when you are not sure how to 

proceed. 
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10. Recordkeeping

All of us must do our part to ensure that Elastic’s business records are accurate and detailed.

Doing so is necessary not only to comply with the laws, regulations, and accounting

standards applicable to us as a public company, but also to make sound business decisions

based on honest financial records. Always record your transactions to reflect their actual

nature and avoid any language that may be misleading. And never make any entries that you

know are not truthful. This is as important for a minor travel reimbursement request as it is for

a major corporate transaction. Fraud is fraud, and we will not tolerate it at any level!

Honest and detailed records also protect Elastic from being used by others to commit bribery,

tax evasion, or money laundering. Don’t participate in any transactions or make any entries

that hide actual conduct or disguise actual expenditures, proceeds, or assets.

11. Antitrust and Competition

We compete fairly, and Elasticians must not discuss or make any arrangements with our

competitors that could be seen as:

● Fixing or controlling prices (including agreeing with our channel partners about prices to

charge our end customers);

● Agreeing to bid in a way that allows a selected bidder to win;

● Boycotting specific vendors or customers; or

● Allocating products, territories, or markets between ourselves and our competitors.
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These are just a few examples of conduct that would violate laws against restraints on 

competition. And illegal arrangements do not have to be in formal written contracts. Even an 

informal understanding, discussion, or exchange of information on these subjects could be 

considered a crime. Imagine, a casual conversation at an industry association meeting or a 

trade show could be interpreted as conduct seeking to reduce competition! So don’t 

participate in such conversations and leave the meeting if you feel that a discussion is veering 

into topics that could be interpreted as anti-competitive. 

Although the spirit of antitrust laws is relatively straightforward, their application to particular 

situations can be quite complex. When questionable situations arise, promptly reach out to 

our Legal Department for advice and assistance. 

12. Honest Conduct and Fair Dealing

We only want to increase our sales through honest competition and legitimate marketing 

efforts. This means that no one at Elastic should deliberately give misleading descriptions of 

our products, services or business practices to anyone. We do not want any untruths or 

concealment in any public communications.  

Elasticians cannot employ trickery, manipulation, or misrepresentation to obtain any 

information that could be used in our business. If you are gathering competitive information, 

do not act in a way that could be viewed as unfair or questionable. If anyone mistakenly sends 

you information that you are not entitled to have (for example an email that was intended for 

someone else), you do not have a right to use it, and you must promptly destroy it and inform 

the sender. 
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13. Confidentiality

Confidential information is any information about Elastic or its customers or business partners

that is not generally known to the public. Some examples of confidential information include:

● Financial data and projections;

● Trade secrets, patent applications, inventions, product plans, and customer lists;

● Business strategies, plans for acquisitions, or other business combinations,

divestitures, major contracts, expansion plans, financing transactions, and
management changes;

● Personal information about employees; or

● Nonpublic information of customers, business partners, and others.

All of us at Elastic must protect confidential information. This includes not disclosing it to third 

parties and only sharing it with those Elastic colleagues who need to know this information. 

Before you send Elastic’s confidential information to any of its business partners, make sure 

that there is a written non-disclosure agreement or other agreement with a similar contractual 

duty of confidentiality in place with that business partner. 

Always use good judgment before disclosing confidential information. Be especially careful 

when participating in Internet discussion groups, chat rooms, bulletin boards, or other 

electronic media. Do not speak on behalf of Elastic unless we have authorized you to do so. If 

you receive any media inquiries, you should forward them to PR-Team@elastic.co. 

mailto:PR-Team@elastic.co
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14. Data Protection

Elastic collects and retains personal data that is necessary for the effective operation of its 

business, or as required by law. Personal data is any information related to an identified or 

identifiable natural person (as opposed to information about a company, which wouldn’t 

qualify as personal information). This includes obvious data (such as a name or email 

address), as well as  less obvious data that directly or indirectly references a natural person, 

such as a user ID, an IP address (or other online identifier), location data, or any other 

information that is specific to a natural person. 

In order to do their jobs, Elasticians may need to have access to the personal data of our 

customers and/or their Elastic colleagues. Remember, however, that you are only permitted to 

access personal data that is necessary for the performance of your duties as they relate to 

the business purpose for which the data was collected. In addition, you may only share 

personal data with those Elastic colleagues who have need to access such data for the 

performance of their duties as they relate to the business purpose for which the data was 

collected. Do not use or disclose personal data for unrelated business purposes or for your 

own or others’ benefit, and when using or disclosing personal data, make sure that you 

comply with Elastic’s data privacy policies and procedures. 

15. Information Security

All of us at Elastic have a shared responsibility for maintaining the safety and security of the 

company’s information and the information entrusted to us by our business partners. And 

although we have a dedicated information security team, they need cooperation and 

commitment from all Elasticians to keep our IT systems secure. You need to be familiar with 

information security policies and comply with all the security procedures we have put in place. 

In particular, make sure you safeguard your login credentials, and never access our systems 

in a way that is not in full compliance with Elastic’s security policies and procedures. 
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16. Political Donations and Lobbying

Elastic does not directly or indirectly participate in party politics or make payments to political 

parties or individual politicians. Elastic’s assets — including company funds, employees’ work 

time, and company premises and equipment — must not be used for, or be contributed to, 

any political campaigns or other political activities under any circumstances in any country. 

We recognize that many Elasticians are very engaged in their communities and actively 

participate in social and political life — which is great! But since we have Elasticians 

representing so many diverse perspectives, just make sure that you conduct any political 

activities as an individual, and not as an employee or representative of Elastic. 

We share Elastic’s views with governments and others on matters affecting our business 

interests and those of our shareholders, employees and others involved in or affected by our 

activities. If you would like to contribute to this dialogue, please contact our Legal Department 

and never approach any government or its representatives on behalf of Elastic before we 

approve such contact. 

17. Quality of Public Disclosures

Elastic has a responsibility to provide full and accurate information, in all material respects, in 

our public disclosures about our financial condition and the results of our business operations. 

We are committed to providing full, fair, accurate, timely, and understandable disclosures in 

our reports and documents filed with or submitted to the United States Securities and 

Exchange Commission and our other public communications, and Elastic has adopted special 

procedures to monitor such disclosures. 
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Business Conduct Values 

Elastic understands that our customers and business partners expect us to manage our business 

ethically, transparently, and responsibly. The following set of Business Conduct Values apply to 

Elastic and all of our personnel worldwide.   

Ethics and Compliance 

1. Ethical Dealings: We will always operate with honesty and integrity and will observe the

highest ethical principles. We will avoid even the appearance or perception of conflicts of

interest. We will be especially careful about extending business courtesies and will remember

that it is never appropriate to give a gift or gratuity with the intent to influence a business or

governmental decision or outcome. We will follow both the letter and the spirit of our policies

regulating gifts and entertainment.

2. Compliance with Laws and Regulations: We will comply with all laws and regulations

applicable to us in all locations where we do business.

3. Bribery and Corruption: We will be familiar and will strictly comply with all applicable laws

and regulations on bribery, corruption, and prohibited business practices. We will not

corruptly offer, promise, or make or agree to make any payments or gifts of money or

anything of value, directly or indirectly, to anyone for the purpose of influencing decisions.

Our business dealings will be accurately reflected in our books and records, and we will

implement procedures designed to prevent bribery, corruption, kickbacks, and

embezzlement.

Human Rights, Employment and Labor 

1. Human Rights: We will treat all of our workers in a manner that is consistent with the United

Nations Universal Declaration of Human Rights. We will support and respect the protection of

internationally proclaimed human rights and will not tolerate any human rights abuses within
our organization or our supply chain.
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2. Responsible Sourcing of Minerals: We will comply with the OECD Due Diligence Guidance for

Responsible Supply Chains of Minerals from Conflict Affected and High-Risk Areas and any
related laws applicable to us.

3. Protection of Freedom of Association: We will respect the legal rights of employees to join or

to refrain from joining worker organizations, including trade unions, and to bargain
collectively.

4. Compliance with Labor Laws: We will fully comply with all labor laws, including all applicable

laws intended to prevent modern slavery, and we will not use forced or involuntary labor of

any type (e.g. slave, bonded, indentured, or involuntary prison labor). All work arrangements

between us and our employees are voluntary, and our employees are free to terminate their

employment at any time. We will not employ anyone if we have seen red flags that a

prospective employee may be a victim of human trafficking. We will not use child labor.

“Child” refers to any person under the minimum age for employment in any jurisdiction where

we do business. We support, however, the use of legitimate workplace apprenticeship

programs which comply with all the laws and regulations applicable to such apprenticeship

programs in all locations where we do business.

5. Wages and Benefits: We will comply with all applicable laws and regulations governing

working hours and compensation and will provide legally mandated benefits. We will not

exceed prevailing local work hours and will appropriately compensate overtime in line with

applicable law. We will not force our employees to work more than the time allowable by

applicable law.

6. No Discrimination: We will not discriminate in hiring or employment practices on the grounds

of race, religion, national or ethnic origin, color, sex (including gender perception or identity,

sexual orientation, and pregnancy), age, marital status, veteran status, genetic information,
disability, or any other basis protected by any applicable law or regulation.

7. Respect and Dignity: We will treat all our employees with respect and will not use or tolerate

any corporal punishment, threats of violence, or other forms of coercion or harassment.
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8. Health and Safety: We will provide our employees who work from one of our offices with a

safe and healthy workplace with clean facilities meeting acceptable standards of workplace

hygiene and emergency preparedness. We will effectively implement programs that

encompass life safety, incident investigation, chemical safety, and ergonomics.



22  |  The Business Integrity Officer is the owner of this policy. Always consult the current version available on elastic.co.  
          Adopted by the Board of Directors on December 3, 2021.  

Environment 

1. Compliance with Environmental Laws and Regulations: At a minimum, we will comply with all

applicable environmental laws, regulations, and standards, such as requirements regarding

chemical and waste management and disposal, recycling, industrial wastewater treatment

and discharge, and air emissions controls. We will obtain and keep current all required

environmental permits, approvals, and registrations and will comply with their reporting

obligations.

2. Protection of the Environment: We will operate in a manner that is protective of the

environment and will take into consideration in our decision-making process potential adverse

effects on the environment and the communities in which we operate.

Waivers and Amendments 

Any waiver of any provision of this Code for a member of the Board of Directors or an executive 

officer, including our Chief Executive Officer, Chief Financial Officer, and other executive and senior 

financial officers, must be approved in writing by the Board of Directors or its designated committee 

and promptly disclosed, along with the reasons for the waiver, to the extent required by law or 

regulation. Any waiver of any provision of this Code with respect to any other person must be 

approved in writing by the Chief Legal Officer or, if the Chief Legal Officer is not available, the Chief 

Financial Officer, who will consult with the Business Integrity Officer. Waivers of this Code for a 

member of the Board of Directors or an executive officer will be disclosed on Elastic’s website. 

We are committed to periodically reviewing and updating the Code to reflect the changing legal and 

business environment. All amendments must be approved in writing by the Board of Directors or its 

designated committee and disclosed on Elastic’s website, or as otherwise may be required by law or 

regulation. 
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Reporting Ethical and Compliance Concerns 

If you have observed potential violations or would like to ask questions, present ideas, or raise 

concerns pertaining to ethics or compliance at Elastic, you must promptly take one of the following 

steps: 

● Discuss the situation with your manager;

● If your manager is involved in the situation or you are uncomfortable speaking with your 

manager, send an email to ethics@elastic.co or contact the Business Integrity Officer, Chief 

Human Resources Officer, Chief Legal Officer, or Chief Financial Officer. You will find all of 

these individuals’ contact information on our Wiki pages dedicated to ethics and compliance;

● If the actual or suspected misconduct or irregularity pertains to the functioning of an executive 

director of Elastic, report concerns directly to the Lead Independent Director of Elastic at the 

address of Elastic’s registered office at Keizersgracht 281, 1016 ED Amsterdam, the 

Netherlands;

● Anyone (including employees, contingent workers, vendors, and all others) may also report 

ethical, legal, or regulatory concerns via the Ethics and Compliance Hotline by phone or via the 

web-reporting tool available at https://www.elastic.co/about/trust. You may choose to identify 

yourself or remain anonymous. We will acknowledge receipt of your report and route it to the 

appropriate professionals to comprehensively review and resolve the issue. For example, 

depending on the nature of a complaint, it may be addressed by Human Resources, the 

Business Integrity Officer, or other seasoned professionals. Concerns received via the Ethics 

and Compliance Hotline that relate to Elastic’s accounting, internal controls or auditing matters 

will be referred to the Chairperson of the Audit Committee and the Chief Legal Officer (or to 

persons appointed by them, as appropriate);

● In addition, if your complaint relates to accounting, internal controls or auditing matters, you 

may contact the Chairperson of our Audit Committee by sending an email to ethics@elastic.co 

or by writing to Elastic N.V., Keizersgracht 281, 1016 ED Amsterdam, the Netherlands, Attn: 

Chairperson of Audit Committee. We will forward all such communications to the Chairperson 

of our Audit Committee.

mailto:ethics@elastic.co
https://www.elastic.co/about/trust
mailto:ethics@elastic.co
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And remember, you have Elastic’s unwavering commitment to protect all who have in good faith 

reported a complaint, or who assist in any related investigation, against any reprisal, threats, 

discrimination, harassment, retribution, or retaliation.   

Finally, you always have a right to contact law enforcement or regulatory authorities, and nothing in 

this Code limits any Elastician from making a good faith report or complaint to the appropriate 

authorities. 




